






























































































































































































































































































































































































































R 

real address; A network address that identifies a 
resource in the network in which that resource resides. 
Contrast with alias address. 

real name. A name that identifies a resource in the 
network in which that resource resides. Contrast with 
alias name. 

receive pacing. The pacing of message units that a 
component is receiving. See also send pacing. 

Recommendation X.2S (Geneva 1980) .. A Consultative 
Committee on International Telegraph and Telephone 
(CeITT) recommendation for the interface between data 
terminal equipment and packet-switched data 
networks. 

reply. A request unit sent only in reaction to a 
received request unit. For example, Quiesce Complete 
is the reply sent after receipt of Quiesce At End of 
Chain. Synonymous with reply request. 

reply request. Synonym for reply. 

request. A message unit that signals initiation of a 
particular action or protocol. For example, Initiate-Self 
(INIT-SELF) is a request for activation of an LU-LU 
session. 

request header (RH). A request unit (RU) header 
preceding a request unit. 

request unit (RU). A message unit that contains 
control information such as a request code, or function 
management (FM) headers, end-user data, or both. 

request/response header (RH). Control information, 
preceding a request/response unit (RU), that specifies 
the type of RU (request unit or response unit) and 
contains control information associated with that RU. 

request/response unit (RU). A generic term for a 
request unit or a response unit. 

resource-definition statement. (1) In a 
telecommunication access method, the means of 
describing a resource of the network. (2) In a network 
control program, macro instructions that define a 
resource to the network control program. See also 
system definition, system generation. 

response. (1) A message unit that acknowledges 
receipt of a request; a response consists of a response 
header (RH), a response unit (RU), or both. (2) In 
SOLC, the control information (in the C-field of the link 
header) sent from the secondary station to the primary 
station. 

response header (RH). A header, optionally followed 
by a response unit (RU), that indicates whether the 
response is positive or negative and that may contain a 
pacing response. See also negative response, pacing 
response, positive response. 

response unit (RU). A message unit that 
acknowledges a request unit; it may contain prefix 
information received in a request unit. if positive, the 
response unit may contain additional information (such 
as session parameters in response to BIND SESSION), 
or if negative, contains sense data defining the 
exception condition. 

RH. Request/response header. 

route. See explicit route, virtual route. 

route extension. The path control network 
components, including a peripheral link, that make up 
the portion of a path between a subarea node and a 
network addressable unit (NAU) in an adjacent 
peripheral node. See also path, explicit route (ER), 
virtual route (VR). 

routing. The forwarding of a message unit along a 
particular path through a network as determined by 
parameters carried in the message unit, such as the 
destination network address in a transmission header. 

RU. Request/response unit. 

RU chain. A set of related request/response units 
(RUs) tliat are consecutively transmitted in one 
direction over a session. Each RU belongs to only one 
chain, which has a beginning and an end indicated by 
control bits in request/response headers within the RU 
chain. 

S 

SCS. SNA character string. 

SOLC. Synchronous Data Link Control. 

secondary logical unit. The logical unit (LU) that 
receives the Bind Session (BIND) request for a 
particular LU-LU session. Contrast with primary logical 
unit. 

segmenting of BIUs; Ari optional function of path 
control that divJdes a basic information unit (BIU) 
received from transmission control into two or more 
path information units (PIUs). The first PIU contains the 
request header (RH) of the BIU and usually part of the 
RU; the remaining PIU or PIUs contain the remaining 
parts of the RU. 
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segmenting of PIUs. An optional function of the path 
control network that divides a path information unit 
(PIU) into two or more basic transmission units (BTUs). 

selective cryptographic session. A cryptographic 
session in which an application program is allowed to 
specify the request units to be enciphered. Contrast 
with mandatory cryptographic session. 

send pacing. Pacing of message units that a 
component is sending. See also receive pacing. 

service transaction programs. IBM-supplied programs 
that are defined by SNA for providing transaction 
services. See also transaction program. Contrast with 
application transaction program. 

session. A logical connection between two network 
addressable units (NAUs) that can be activated, 
tailored to provide various protocols, and deactivated, 
as requested. The session-activation request and 
response can determine options relating to such things 
as the rate and concurrency of data exchange, the 
control of contention and error recovery, and the 
characteristics of the data stream. See al$o 
half-session, LU-LU session, SSCP-LU session, 
SSCP-PU session, SSCP-SSCP session. 

session activation. The process of exchanging a 
session-activation request and a positive response 
between network addressable units (NAUs). See also 
LU-LU session initiation. Contrast with session 
deactivation. 

session-activation request. A request that activates a 
session between two network .addressable units (NAUs) 
and specifies session parameters that control various 
protocols during session activity; for example, Bind 
Session (BIND) and Activate Physical Unit (ACTPU). 
Contrast with session-deactivation request. 

session cryptography. The process of providing 
security for end-user data by enciphering and 
deciphering the data. See also cryptography key, Data 
Encryption Standard (DES) algorithm, mandatory 
cryptographic session, selective cryptographic session. 

sessiori deactivation. The process of exchanging a 
session deactivation request and response between 
network addressable units (NAUs). Contrast with 
session activation. 

session-deactivation request. A request that 
deactivates a session between two network 
addressable units (NAUs); for example, Unbind Session 
(UNBIND) and Deactivate Physical Unit (DACTPU). 
Contrast with session-activation request. 

session initiation. See LU-LU session initiation. 

192 SNA Technical Overview 

session-Initiation request. An Initiate (INIT) or logon 
request from a logical unit (LU) toa control point that 
asks for the LU-LU session to be activated. 

. . 

session-level pacing. A flow'control technique that 
permits a receiving half-session' to control the data 
transfer rate (the rate at which it receives request 
units). It is used to prevent overloading a receiver with 
unprocessed requests when the sender can generate 
requests faster than the receiver can process them. 
See aiso pacing, virtual-route (VR) pacing. 

session limit. The maximum n!,lmber of concurrently 
active LU-LU sessions a particular logical unit (LU) can 
support. 

session parameters. The parameters in a 
session-activation request that specify or constrain the 
protocols (such as bracket protocol and pacing) for a 
session between two network addressable units 
(NAUs). 

session partner. One of the two network addressable 
units (NAUs) having an active session. 

session services. One of the types of network services 
in the system services control point (SSCP) and in a 
logical unit (LU). These services provide facilities for a 
logical unit (LU) or a network operator to request that 
the SSCP initiate or terminate sessions between logical 
units. See also configuration services, management 
services. 

session termination. See LU-LU session termination. 

session-termination request. A Terminate-Self 
(TERM-SELF) or Shutdown (SHUTD) request from a 
logical unit (LU) to a control point or session partner, 
respectively, that asks for the LU-LU session to be 
deactivated. 

shared control. Serial or concurrent control of network 
resources-physical units (PUs), logical units (LUs), 
links, link stations-by two or more control points. See 
also share limit. 

share limit. The maximum number of control points 
that can concurrently control a network resource. See 
also shared control. 

single-domain network. A network with one system 
services control point (SSCP). Contrast with 
multiple-domain network. 

SLU. Secondary logical unit. 

SNA. Systems Network Architecture. 

SNA Distribution Services (SNADS). Service 
transaction programs that allow processors and 



workstations to asynchronously exchange files and 
documents. 

SNA networ.k. The part of a use.r-appl ication network 
that conforms to the formats and protocols of Systems 
Network Architecture. It enables reliable transfer of 
data among end users and provides protocols for 
controlling the resources of various network 
configurations. The SNA network consists of network 
addressable units (NAUs), boundary-function 
components, and the path control network. 

SNA network interc~nne~tion. A facility that provides 
cross-network comml,Jnication between two or more 
independent SNA networks. 

SNI. SNA network interconnection. 

SSCP~ System services control point. 

SSCP-LU session. A s~ssion between a system 
services control point (SSCP) and a logical unit (LU); 
the session enables the LU to request the SSCP to help 
initiate LU-LU sessions. 

SSCP-PU session. . A session between a system 
services control pOint (SSCP) and a physical unit CPU); 
SSCP-PU sessions allow SSCPs to send requests to 
and receive status information from individual nodes in 
order to control the network configuration. 

SSCP rerouting. The transfer of requests by a gateway 
SSCP between SSCPs in different networks. 

SSCP services manager. A component that provides 
network services for a" the half-sessions of the system 
services control point (SSCP). 

SSCP-SSCP session. A session between two system 
services control points (SSCPs), used to initiate and 
terminate sessions between LUs that are either in (1) 
different domains, or (2) different networks. 

start/stbp. Asynchronous transmission such that a 
group of signals representing a character is preceded 
by a start element and followed by a stop element. 

s4barea. A portion of the SNA network consisting of a 
subarea node, any attached peripheral nodes, and their 
associated resources. Within a subarea node, a" 
network addressable units (NAUs), links, and adjacent 
link stations that are addressable within the subarea 
share a common subarea address and have distinct 
element addresses. 

subarea address. A value in the network address that 
identifies a particular subarea. See also element 
address. 

subarea node. A node that uses network addresses for 
routing and whose routing tables are therefore affected 
by changes in the configuration of the network. 
Subarea nodes can provide boundary function, gateway 
function, and intermediate routing function. See also 
node type. 

switched link. A link between two nodes that is 
established by dialing. Contrast with nonswitched link. 

Synchronous Data Link Control (SOLe). A discipline 
for managing synchronous, code-transparent, 
serial-by-bit, information transfer over a link 
connection. Transmission exchanges may be duplex or 
half-duplex over switched or nonswitched links. The 
configuration of the link connection may be 
po.irit-to-point, multipoint, or loop. SDLC conforms to 
subsets of the Advanced Data Communication Control 
Procedures (ADCCP) of the American National 
Standards Institute and High-level Data Link Control 
(HDLC) of the Internationa.l Standards Organization. 

system definition. The process of coding and loading 
resource-definition statements and macro instructions 
that describe the network's configuration and operation 
to the network's software. The system definition 
process includes system generations. 

system generation. The process of selecting optional 
parameters for software and tailoring the software to 
the requirements of the network. See also system 
definition. 

system services control point (SSCP). A focal point 
within an SNA network for managing the configuration, 
coordinating network operator and problem 
determination requests, and providing directory 
services and other session services for end users of a 
network. Multiple SSCPs, cooperating as peers with 
one another, can divide the network into domains of 
control, with each SSCP having a hierarchical control 
relationship to the physical units and logical units 
within its own domain. See also gateway SSCP, 
peripheral node control point (PNCP), physical unit 
control point (PUCP). 

Systems Network Architecture (SNA). The description 
of the logical structure, formats, protocols, and 
operational sequences for transmitting information 
units through and controlling the configuration and 
operation of networks. 

T 

TC. Transmission control. 

termination. See LU-LU session termination. 

TG. Transmission group. 
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TH. Transmission header. 

transaction. An exchange between (1) a workstation 
and a program, (2) two workstations, or (3) two 
pr<Jgrams, that accomplishes a particular action or 
result; for example, the entry of a customer's deposit 
and the updating of the customer's balance. 

lransaction program. A program that processes 
transactions in an SNA network. There are two kinds of 
transaction programs: appl ication transaction 
programs and service transaction programs. See also 
90nversation. 

transaction services (TS) layer. The layer that 
Includes service transaction programs, and provides 
configuration services, session services, and 
tnanagement services. 

transmission control (Te) layer. The layer within a 
half-session that synchronizes and paces session-level 
data traffic, checks session sequence numbers of 
requests, and enciphers and deciphers end-user data. 

transmission group. A group of links between adjacent 
subarea nodes, appearing as a single logical link for 
routing of messages. A transmission group may 
consist of one or more SDLC links (parallel links) or of 
a single System/370 channel. 

transmission header (TH). Control information, 
optionally followed by a basic information unit (BIU) or 
a BIU segment, that is created and used by path control 
to route message units and to control their flow within 
th' network. See also path information unit. 

transmission priority. A rank assigned to a path 
information unit (PIU) that determinesits precedence 
for being selected by the transmission-group control 
component of path control for forwarding to the next 
subarea node along the route traversed by the PIU. 

TS. Transaction services. 
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U 

UNBIND. Unbind Session. 

Unbind Session (UNBIND). A request to deactivate a 
session between two logical units (LUs). See also 
session-deactivation request. Contrast with Bind 
Session (BIND). 

v 

virtual route (VR). A logical connection (1) between 
two. subarea nodes that is physically realized as a 
particular explicit route, or (2) that is contained wholly 
within a subarea node for intra-riode sessions. A 
virtual route between distinct subarea nodes imposes a 
transmission priority on the underlying explicit route, 
provides flow control through virtual-route pacing, and 
provides data integrity through sequence numbering of 
path information units (PIUs). See also explicit route 
(ER), path, route extension. 

virtual-route (VR) pacing. A flow control technique 
used by the virtual-route control component of path 
control at each end of a virtual route. VR pacing 
controls the rate at which path information units (PIUs) 
flow over the virtual route. VR pacing can be adjusted 
according to traffic congestion in any of the nodes 
along the route. See also pacing, session-level pacing. 

VR. Virtual route. 

w 

window. Synonym for paCing group. 

window size. Synonym for pacing-group size. 

x 

XID. Exchange Identifications. 

X.2S. See Recommendation X.25. 
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access method 34 
defining network resources to 25, 175, 176 
specifying routes to 177 
telecommunication 4, 7 

ACF/NCP 
See network control program 

ACF/VTAM 
See access method 

acknowledgment data 99 
Activate Link (ACTLlNK) request 47,49,50,52,53 
Activate Logical Unit (ACTLU) request 46, 52 
Activate Physical Unit (ACTPU) request 45, 52 
activation 

hierarchy of 44 
of links 16,44,47,50 
of LU-LU sessions 68 
of network resources 25,143-145 
of routes 86 
of SSCP-LU sessions 43, 46 
of SSCP-PU sessions 43,45 
of SSCPs 43 

ACTLINK 
See Activate Link (ACTLlNK) request 

ACTLU 
See Activate Logical Unit (ACTLU) request 

ACTPU 
See Activate Physical Unit (ACTPU) request 

addresses 
alias address 38 
extended network addressing 32 
local address 33 
network address 30, 32 

element address field 30, 32 
subarea address field 30, 31 

adjacent nodes 10 
alias 

address 38 
name 38 

ALLOCATE verb 71 
application transaction programs 69 

See also conversations, 
See also service transaction programs, verbs 

Attach FM header 71,119 
automatic network shutdown 59 

BACKOUT verb 71 
basic information unit (BIU) 99, 100, 104, 111, 113 

request header 100 
request unit 100 
response header 100 
response unit 101 

basic link unit (BLU) 99, 102, 104 
link header 102 
link trailer 102 

basic transmission unit (BTU) 109 
BBI 

See begin bracket indicator (BBI) 
BCI 

See begin chain indicator (BCI) 
begin bracket indicator (BBI) 114 
begin chain indicator (BCI) 113 
BF 

See boundary function 
Binary Synchronous Communication (BSC) 

protocols 10 
BIND 

See Bind Session (BIND) request 
Bind Failure (BINDF) request 68 
Bind image 64 
Bind Session (BIND) request 68 

negotiable BIND 68 
nonnegotiable BIND 68 
parameters 68,112,113,114,116,117,119 
protocols 112 

bracket protocols 114 
chaining protocols 113 
data security protocols 117 
function management headers 119 
request and response mode protocols 115 
response protocols 112 
send and receive mode protocols 116 
sequencing protocols 115 

BIND table 64 
BINDF 

See Bind Failure (BINDF) request 
BIS 

See Bracket Initiation Stopped (BIS) request 
BIU 

See basic information unit (BIU) 
blocking of PIUs 109,110 
BLU 

See basic link unit (BLU) 
boundary function 33, 92, 123 
Bracket Initiation Stopped (BIS) request 72 
bracket protocols 114, 169 
BSC 

See Binary Synchronous Communication (BSC) 
protocols 
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BTU 
See basic transmission unit (BTU) 

cascaded 
activation 58 
deactivation 58 

CDCINIT 

COl 

See Cross-Domain Control Initiate (CDCINIT) 
request 

See change direction indicator (COl) 
CDINIT 

See Cross-Domain Initiate (CDINIT) request 
CEBI 

See condition end bracket indicator (CEBI) 
chains 113 

definite response chains 114 
exception response chains 114 
no-response chains 114 

change direction indicator (COl) 117 
CINIT 

See Control Initiate (CINIT) request 
class of service 84 

COS table 84 
command RUs 100, 113 

Activate Link (ACTLlNK) 47 
Activate Logical Unit (ACTLU) 46 
Activate Physical Unit (ACTPU) 45 
Bind Failure (BINDF) 68 
Bind Session (BIND) 68 
Bracket Initiation Stopped (BIS) 72 
Contact (CONTACT) 47 
Contacted (CONTACTED) 47 
Control Initiate (CINIT) 64, 68 
Control Terminate (CTERM) 72 
Cross-Domain Control Initiate (CDCINIT) 64, 66 
Cross-Domain Initiate (CDINIT) 64,66 
Expl icit Route Activate (NC-ER-ACT) 86 
Request Network Address Assignment (RNAA) 39 
Session Started (SESSST) 68 
Set Control Vector (SETCV) 39 
Sh~down{SHUTD) 72 
Shutdown Complete (SHUTC) 72 
Terminate Self (TERM-SELF) 72 
Unbind Session (UNBIND) 72 

communication controller subarea nodes 7 
concurrent sharing of resources 26 

share limit 28 
condition end bracket indicator (CEBI) 114 
configuration 

See network, configuration of 
Contact (CONTACT) request 47,52 
Contacted (CONTACTED) request 47 
Control Initiate (CINIT) request 64, 68 
control pOints 
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See system services control poi nt (SSCP), 
peripheral node control point (PNCP), physical unit 
control pOint (PUCP) 

Control Terminate (CTERM) request 72 
controllers 4, 7 
conversations 71 
COS 

See class of service 
Cross-Domain Control Initiate (CDCINIT) request 64, 

66 
Cross-Domain Initiate (CDINIT) request 64, 66 
cryptography 118 
CTERM 

See Control Terminate (CTERM) request 

data channels 10, 110, 128, 134 
data flow control layer 3, 123, 124, 125, 127, 134 
data link control elements 16 

See also link stations 
data link control layer 3, 123, 124, 125, 128, 134 
data link control protocols 10 

Binary Synchronous Communication (BSC) 10 
start/stop 10 
Synchronous Data Link Control (SDLC) 10 
System/370 data channels 10 

data RUs 100, 113 
data security protocols 117,118,119 
data streams 139, 141 

Document Content Architecture (DCA) 137, 141 
general data stream (GDS) 138, 140 
Office Information Interchange (011) Level 2 137 
SNA character string 139 
SNA character string (SCS) 137 
3270 data stream 137, 140 
5250 data stream 138 

DCA 
See Document Content Architecture (DCA) 

deactivation 
cascaded 58 
hierarchy of 54 
of network resources 54,146-150 

defining network resources 25 
definite response indicators (DR11, DR21) 112 
definite responses 112 
DIA 

See Document Interchange Architecture (DIA) 
Document Content Architecture (DCA) 137, 141 
Document Interchange Architecture (DIA) 69, 126 
domains 13 

identifying 25 
multiple-domain network 13 
single-domain network 13 

DR11 
See definite response indicators (DR11, DR21) 

DR21 



See definite response indicators (DR11, OR21) 
dynamic reconfiguration 59 

EBI 
See end bracket indicator (EBI) 

ECI 
See end chain indicator (ECI) 

EOI 
See enciphered data indicator (EOI) 

element address 32 
ENA 

See extended network addressing 
enciphered data indicator (EOI) 118 
end bracket indicator (EBI) 114 
end chain indicator (ECI) 113 
end users 11,69,117 
end-user data 99 
ER 

See expl icit routes 
ERI 

See exception response indicator (ERI) 
Error description FM header 119 
exception response indicator (ERI) 113 
exception responses 113 
Exchange Identification (XID) command 50 
Expl icit Route Activate (NC-ER-ACT) request 86 
expl icit routes 80 

deactivating 147 
defining 80 
relationship to virtual routes 84 

extended network addressing 32 

FI 
See format indicator (FI) 

FlO 
See format identification (FlO) types 

flow control algorithms 
global 91 
local 91 

FMH 
See function management (FM) header 

format identification (FlO) types 102 
See also transmission header (TH) 

format indicator (FI) 119 
formatted systems services (FSS) 64 
FSS 

See formatted systems services (FSS) 
full-duplex send/receive mode 116 
function management (FM) header 119 

Attach 71,117,119 
Error description 119 

Security 118,119 

gateways 36, 39, 40 
gateway nodes 38, 39 

gateway function component 38 
gateway SSCPs 38, 39 

GDS 
See general data stream (GOS) 

general data stream (GOS) 138, 140 
global flow control 91 

half-duplex contention send and receive mode 116 
half-duplex contention send/receive mode 170 
half-duplex flip-flop send and receive mode 117 
half-duplex flip-flop send/receive mode 169, 171 
half-session 69 

architectural definition of 124 
headers 

function management headers 119 
link headers 102 
request headers 100 
response headers 100 
transmission headers 101 

host subarea node 7 

interconnection of SNA networks 36 
intermediate routing function 33 

layers 3, 121-134 
See also path control layer, data link control layer, 

physical control layer 

LH 

See also transaction services layer, presentation 
services layer, data flow control layer, 
transmission control layer 

management of 131 
overview of 3,4, 125 
peer-to-peer communication between 129 

See link header (LH) 
link connection 10, 16, 22 

See also links 
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link header (LH) 102 
link stations 10, 16, 22 . 

See also data link control elements 
See also links 

link trailer (L T) 102 
links 10 

See also data channels, Synchronous Data Link 
Control (SDLC) 

activation of 44 
deactivating 147 
defining 176 

to ACF/NCP 176 
to ACFIVTAM 176 

parallel links 75 
shared control of 

concurrent sharing 26 
serial sharing 28 

types of 10 
local addresses 33 
local flow control 91 
logical unit (LU) 11, 12, 13,22,30,34 

LT 

See also LU-LU session, SSCP-LU session, 
PNCP-LU session 

LU-LU sessions 11 
primary LU 68,72 
secondary LU 68, 72 
services manager 131 

network services component 131 
resources manager 131 

shared control of 28 
share limit 28 

types of 12, 138 

See link trailer (L T) 
LU 

See logical unit (LU) 
LU-LU session 11,61-72 

activati ng 68, 157 
Bind Session (BIND) request 68 

Bracket Initiation Stopped (BIS) request 72 
cross-domain 64, 164, 165 
cross-network 66, 160, 161 
deactivati ng 72 

Unbind Session (UNBIND) request 72 
half-session 69 
initiating 63 
parallel sessions 11 
security 118 
session-initiation requests 63 

formatted requests 64 
unformatted requests 64 

terminating 72, 163, 173 
Unbind Session (UNBIND) request 72 

LU-LU sessions 85 

198 SNA Technical Overview 

message units 18,99 
basic information unit (BIU) 100 
basic link unit (BLU) 102 
basic transmission unit (BTU) 109 
formats of 99 
path information unit (PIU) 101 

mode name 64, 84 
entry into a mode table 64 

mode table 64 

NAUs 
See network addressable units (NAUs) 

NC-ER-ACT 
See Explicit Route Activate (NC-ER-ACT) request 

network 
activation 43-55 

cascaded 58 
controlling 58 
hierarchy of 44 
specifying to ACF/VTAM 175 

addresses 
alias address 38 
element address field 32 
extended network addressing 32 
subarea address field 31 

commands 99 
components of 4 
configuration of 4 
configuring 58 

scheduled changes 58 
unscheduled changes 59 

deactivation 58 
cascaded 58 
hierarchy of 54 
specifying to ACFIVTAM 175 

dynamic reconfiguration of 59 
interconnection of, 36 
multiple-domain network 13 
names 34 

alias name 38 
resources 25 

defining 25, 175-178 
identifying 30 
shared control of 25 

single-domain network 13 
network addressable units (NAUs) 11, 13, 124 

architectural definition of 124 
logical units 11 
physical units 12 
service managers 131 

LU services managers 131 



PU services managers 131 
SSCP services managers 1.31 

system services control point 13 
network control program 4, 7 

defining network resources to 25, 176 
specifying routes to 177 

nodes 7 
peripheral nodes 7 
subarea nodes 

communication controller subarea nodes 7 
host subarea nodes 7 

types of 20 

Office Information Interchange (all) Level 2 137 
all 

See Office Information Interchange (all) Level 2 
Open Systems Interconnection (OSI) 132 

application layer 133 

OSI 

comparison with SNA 134 
data link layer 132 
network layer 132 
physical layer 132 
presentationlayer 133 
session layer 133 
transport layer 133 

See Open Systems Interconnection (OSI) 

pacing 91 
inbound 92 
outbound 92 
response 92, 94 
session-level 92 
virtual-route 92, 94 
window 92, 94 
window size 92, 94 

parallel links 75,76,80,87 
parallel LU-LU sessions 11 
passwords 

end-user 117 
LU-LU session 118 

path 77 
defining 79 

path control 18 
elements of 18 

peripheral 18 
subarea 18 

path control layer 3,123,124,125,128,134 
path control network 16, 124 

architectural definition of 124 
data link control elements 16 

elements of 16 
path control 18 
transmission protocols 109 

path information unit (PIU) 99, 101,104, 109 
blocking of 110 
segmenting of 111 
sequencing of 109 
transmiSSion !:lea,der (TH) 101 

format identification (FID) types 102 
peripheral node control point (PNCP) 43,44, 53, 54, 63 

See also PNCP-LU sessiol'il, PNCP-PU session 
peripheral nodes 7,33 
peripheral path control elements 18 
physical contt,?1 layer 3,4, 1.23, 124, 125, 129, 134 
physical unit (PU) 11, 12, 22, 30, 34 

See also SSCP-:-PU seSSion, PNCP-PU session 
services manager 131 
shared c,ontrol of 

concurrent sharing 26 
serial sharing 28 
share limit 28, 38 

types 21 
physical unit control point (PUCP) 44,47 
PIU 

See path information unit (PIU) 
PNCP 

See peripheral node control point (PNCP) 
PNCP-LU session 43, 63 
PNCP-PU session 43 
presentation services layer 3,123,124,125,127,134-
processors 4, 7 
PU 

See physical unit (PU) 
PUCP 

See physical unit control point (PUCP) 

request 99 
See also request header (RH), request unit (RU) 
modes 

delayed 115 
immediate 115 

request and response mode protocols 115 
delayed request mode 115 
delayed response mode 116 
immediate request mode 115 
immediate response, mode 116 

request header (RH) 100 
Request Network Address Assignment (RNAA) 

request 39 
request unit (RU) 100 

command RUs 100 
data RUs 100 
sequences 143-173 

for activating and deactivating network 
resources 143 
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for activating ~nd deactivating sessions 155 
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